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**Resumo (ou Sumário Executivo)**

Este trabalho apresenta os resultados preliminares de uma pesquisa aplicada que visa desenvolver e implementar um programa educacional interativo e acessível em segurança cibernética, voltado para o público geral. O estudo parte da constatação de que a maioria das iniciativas educativas nessa área são voltadas a profissionais de TI, deixando de fora os usuários comuns, que também estão expostos a uma ampla gama de ameaças digitais. Com base em relatos coletados por meio de questionários, foram identificados os principais tipos de ameaças enfrentadas e os sentimentos mais recorrentes entre as vítimas. A abordagem educacional proposta será gamificada, com foco em vídeos e simulações práticas, visando alcançar públicos com diferentes estilos de aprendizagem e níveis de alfabetização digital. Os resultados iniciais confirmam a relevância e urgência do projeto, reforçando a necessidade de uma cultura digital inclusiva e segura.
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**Introdução**

No cenário digital contemporâneo, a segurança cibernética tornou-se uma preocupação urgente e universal. Com o crescimento exponencial do uso de dispositivos conectados e a digitalização de serviços pessoais, financeiros e sociais, indivíduos comuns estão cada vez mais expostos a riscos como roubo de identidade, golpes digitais, infecção por malware e vigilância não autorizada. No entanto, a maior parte das iniciativas educacionais existentes em segurança da informação é voltada para profissionais técnicos ou estudantes da área, ignorando a vulnerabilidade de um público mais amplo e leigo.

Segundo Schneier (2015), vivemos na "era dourada da vigilância", em que governos e corporações coletam e utilizam dados pessoais de forma invisível e massiva. Anderson (2020) argumenta que falhas de segurança também decorrem de falhas humanas e falta de usabilidade. Stallings e Brown (2018) reforçam a necessidade de todos os usuários compreenderem os princípios da segurança da informação: confidencialidade, integridade e disponibilidade.

Diante desse contexto, este trabalho busca promover a alfabetização digital crítica por meio de um programa educacional acessível, interativo e gamificado, direcionado a pessoas sem formação técnica, com o objetivo de construir uma cultura de segurança digital inclusiva e replicável.

**Metodologia ou Material e Métodos**

Foi conduzida uma pesquisa exploratória com aplicação de questionário aberto e fechado a um público geral. O instrumento investigou experiências com golpes digitais, percepção de risco e métodos preferenciais de aprendizado.

As respostas foram organizadas em categorias de análise qualitativa e quantitativa, considerando temas como invasões de contas, golpes de phishing, fraudes financeiras e sentimentos relacionados às experiências de ataque.

Com base nos dados levantados, iniciou-se o desenvolvimento de um programa educacional interativo, com módulos baseados nos estilos de aprendizado preferenciais identificados (vídeos, leitura, prática). O conteúdo está sendo estruturado com base nos princípios de segurança digital descritos por Stallings (2018), Schneier (2015) e Anderson (2020).

**Resultados Preliminares**

A análise preliminar dos dados coletados revelou uma diversidade de ameaças digitais enfrentadas por usuários comuns, mesmo entre aqueles com pouca familiaridade técnica. Os incidentes foram agrupados em oito categorias principais:

1. Invasão de Contas: Relatos frequentes de acessos indevidos em redes sociais, e-mails, plataformas de jogos e serviços de streaming. As consequências incluíram perda de acesso, golpes aplicados por terceiros e redefinição forçada de senhas.
2. Infecção por Vírus e Malware: Associada ao download de softwares suspeitos ou piratas. Houve registro de perda de dados e comprometimento de dispositivos pessoais.
3. Golpes de Phishing e Engenharia Social: Envolvendo mensagens falsas, sites falsificados e tentativas de coleta de dados pessoais. Foram relatadas fraudes via WhatsApp, e-mail e redes sociais, muitas vezes resultando em prejuízos ou vazamento de dados sensíveis.
4. Fraudes em Compras Online: Compras não entregues, perfis falsos em marketplaces e dificuldades de reembolso foram recorrentes. Tais experiências evidenciam a falta de checagem de autenticidade de vendedores e a vulnerabilidade a golpes estruturados.
5. Clonagem e Uso Indevido de Cartões: Incluindo clonagem de cartões físicos e virtuais, com uso não autorizado detectado após transações suspeitas. Muitos participantes relataram estornos bancários e bloqueios de cartão.
6. Vazamento de Dados Pessoais: Diversos participantes perceberam que seus dados (CPF, telefone, e-mail, etc.) estavam disponíveis publicamente ou foram utilizados por terceiros sem consentimento.
7. Golpes via Aplicativos e Dispositivos Comprometidos: Casos de perfis clonados em aplicativos de mensagens e invasões em dispositivos móveis demonstram a necessidade de segurança ampliada para o uso cotidiano.
8. Falhas por Falta de Informação: Uso da mesma senha em diversos serviços, ausência de autenticação em dois fatores e desconhecimento de recursos de segurança bancária foram citados como fatores contribuintes para ataques.

Além dos aspectos técnicos, os resultados revelam uma dimensão emocional importante. Sentimentos como frustração, vergonha e impotência foram citados com frequência por vítimas de golpes digitais. Alguns participantes destacaram a sensação de terem sido enganados por sua própria ingenuidade, enquanto outros relataram que passaram a adotar hábitos mais seguros após o ocorrido.

Quanto aos métodos de aprendizagem preferidos, a maioria apontou o uso de vídeos no YouTube como principal meio de aprendizado digital (63 respostas), seguido por leitura de artigos e textos (33), prática direta e cursos rápidos. Esse dado valida a escolha da metodologia interativa do programa, baseada em vídeos, simulações práticas e gamificação.

Esses resultados reforçam a relevância da proposta deste projeto e fornecem diretrizes claras para o desenvolvimento dos módulos educacionais. As ameaças identificadas, aliadas ao perfil de aprendizado do público, indicam a necessidade de um conteúdo claro, acessível e tecnicamente fundamentado, alinhado aos princípios de Stallings (2018), Schneier (2015) e Anderson (2020).

**Conclusão(ões) ou Considerações Finais**

Os resultados preliminares reforçam a necessidade de iniciativas educativas voltadas ao público leigo, com ênfase na compreensão de ameaças digitais e práticas de proteção cotidianas. A diversidade de ataques relatados e os danos emocionais descritos evidenciam que a segurança digital deve ser tratada como um direito fundamental e uma competência básica da cidadania contemporânea. O programa proposto pretende ser uma ferramenta eficaz de inclusão e empoderamento digital, contribuindo para uma sociedade mais segura e informada.
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**Apêndice ou Anexo**

**APÊNDICE A — Categorização dos Incidentes Relatados pelos Participantes**

|  |  |  |
| --- | --- | --- |
| Tipo de Ameaça | Frequência Estimada | Exemplos de Relatos |
| Invasão de contas | Alta | “Perdi o acesso ao meu Instagram.” / “Usaram meu e-mail para aplicar golpes.” |
| Infecção por malware | Média | “Baixei um programa pirata e perdi todos os dados.” |
| Phishing e engenharia social | Alta | “Cliquei em um link de promoção e roubaram meus dados.” |
| Fraudes em compras online | Alta | “Comprei num site falso e nunca recebi o produto.” |
| Clonagem de cartões | Média | “Detectei compras que não reconhecia no meu cartão.” |
| Vazamento de dados pessoais | Média | “Meus dados estavam públicos em um site de verificação.” |
| Golpes por aplicativos | Média | “Clonaram meu WhatsApp e pediram dinheiro a meus contatos.” |
| Falta de conhecimento | Média | “Não sabia que podia ativar autenticação de dois fatores.” |

**ANEXO A — Instrumento de Coleta de Dados (Questionário)**

Pesquisa: Segurança Digital no Dia a Dia

Objetivo: Entender como você usa a internet, quais são suas principais dúvidas e como podemos te ajudar a se proteger melhor no ambiente digital.

As suas respostas são anônimas e vão nos ajudar a criar um programa educacional gratuito e acessível para todos.

🧩 1. Perfil do Participante

1.1 Qual seu nível de familiaridade com tecnologia?

( ) Muito alto — trabalho ou estudo na área

( ) Médio — uso bastante no dia a dia, mas sem formação

( ) Baixo — uso o básico e tenho dificuldades às vezes

( ) Muito baixo — tenho bastante dificuldade com tecnologia

1.2 Você já estudou ou trabalha com informática, tecnologia ou segurança digital?

( ) Sim

( ) Não

1.3 Com que frequência você tenta aprender coisas novas sobre tecnologia?

( ) Frequentemente

( ) Às vezes

( ) Raramente

( ) Nunca

1.4 Quantos anos você tem?

( ) Menos de 18

( ) 18 a 29

( ) 30 a 44

( ) 45 a 59

( ) 60 ou mais

1.5 Com qual dispositivo você mais acessa a internet?

( ) Celular

( ) Computador

( ) Tablet

( ) Outro: \_\_\_\_\_\_\_\_\_\_\_\_

1.6 Você tem acesso fácil à internet?

( ) Sim, o tempo todo

( ) Sim, mas só com Wi-Fi em casa

( ) Não tenho acesso fácil

🔐 2. Experiência e Segurança Digital

2.1 Você já teve algum problema com segurança digital?

(Ex: conta invadida, golpe online, vírus, roubo de dados, etc.)

( ) Sim

( ) Não

( ) Não sei dizer

2.2 Se sim, o que aconteceu?

(Resposta aberta)

2.3 Você costuma criar senhas diferentes para cada conta online?

( ) Sim

( ) Não

( ) Às vezes

( ) Não sei como fazer isso

2.4 Você já recebeu mensagens suspeitas por e-mail, WhatsApp ou redes sociais?

( ) Sim, várias vezes

( ) Sim, algumas vezes

( ) Não tenho certeza

( ) Nunca

2.5 Você sabe o que é um “vírus” ou “malware” e como se proteger?

( ) Sim

( ) Não

( ) Já ouvi falar, mas não entendo bem

😨 3. Preocupações e Medos Online

3.1 Qual dessas situações mais te preocupa na internet?

(Marque as que quiser)

[ ] Ter dados pessoais roubados

[ ] Ter a conta bancária invadida

[ ] Perder o acesso às redes sociais

[ ] Cair em golpes financeiros

[ ] Baixar vírus sem saber

[ ] Outra: \_\_\_\_\_\_\_\_\_\_\_\_

3.2 Você já deixou de usar um site ou aplicativo por medo de segurança?

( ) Sim

( ) Não

( ) Já pensei nisso, mas usei mesmo assim

3.3 Você já caiu em algum golpe digital? Como se sentiu?

(Resposta aberta)

📘 4. Hábitos e Aprendizado

4.1 Você atualiza seus dispositivos e aplicativos com frequência?

( ) Sim

( ) Às vezes

( ) Não

( ) Não sei como fazer isso

4.2 Você verifica se um site é confiável antes de comprar algo online?

( ) Sim

( ) Às vezes

( ) Não

( ) Nunca comprei online

4.3 Como você costuma aprender algo novo na internet?

( ) Vídeos no YouTube

( ) Leitura de textos/artigos

( ) Cursos rápidos

( ) Aulas presenciais

( ) Testando na prática

( ) Outro: \_\_\_\_\_\_\_\_\_\_\_\_

🚀 5. Interesse e Engajamento

5.1 Você se interessaria por um curso rápido e gratuito sobre segurança digital?

( ) Sim

( ) Talvez

( ) Não

5.2 Qual formato de aprendizado mais te atrai?

( ) Vídeos curtos

( ) Textos simples com imagens

( ) Jogos educativos

( ) Aulas presenciais

( ) Outro: \_\_\_\_\_\_\_\_\_\_\_\_

5.3 Você se sentiria mais motivado(a) a participar se recebesse um certificado no final?

( ) Sim

( ) Talvez

( ) Não

5.4 Você participaria de jogos ou simulações práticas para aprender mais sobre segurança digital?

( ) Sim

( ) Talvez

( ) Não